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ABSTRACT
Many applications running over low-power and lossy wireless

networks and wireless sensor networks (WSNs) rely heavily on a

number of all-to-all communication primitives for services such as

data aggregation, voting and consensus. Starting with the Chaos

system, synchronous transmission-based broadcasting gossip pro-

tocols are now recognized as a technique for enabling efficient

all-to-all communications in WSNs. However, despite their effec-

tiveness, there has been relatively little analysis of this class of

synchronous broadcasting gossip protocols (SBGPs). In this paper,

we address this void by providing a basic theoretical framework

for analysis SBGPs. Based on our derived theoretical results and

previous experimental measurements, we show that the key for

better performance is to increase the network connectivity as much

as possible while limiting the number of concurrent transmitters.

As a proof of the concept, we propose a multi-radio approach of

the SBGP to achieve this purpose. We compare four multi-radio

schemes of SBGP with a single radio SBGP through simulation and

result has shown the convergence latency can be reduced up to 42%

by utilizing multiple radios.
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1 INTRODUCTION
Protocols for efficient all-to-all message passing, data sharing, ag-

gregation and distributed agreement are of high importance for
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the functioning of low-power wireless networks such as Wire-

less Sensor Networks (WSNs) [26]. Because of their simplicity and

robustness, gossip-based protocols are among the most popular

all-to-all communication techniques [20]. However, in WSN-like

networks, where communication costs are the source of signifi-

cantly high energy costs, conventional pairwise randomized and

asynchronous gossip protocols suffer from poor speed and energy

efficiency. Further, conventional gossip protocols typically do not

take advantage of the broadcast nature of the wireless communica-

tions. As a result, there has been much interest recently in using

synchronous-communication-based protocols to overcome these

drawbacks and provide fast and efficient communication primitives.

One example is the Chaos system [16], where the capture effect

and the flag-fields are utilized to achieve efficient all-to-all data

aggregations. Experiments in Chaos have shown the effectiveness of

such synchronous broadcasting gossip protocols (SBGPs). However,

as its name suggests, communication patterns in protocols such as

Chaos can be chaotic and non-trivial to analyze. Further, the actual

performance of a typical SBGP remains unclear, limiting the ability

of researchers to study fundamental operating characteristics such

as convergence and latency. Therefore it is essential to provide

theoretical result on the performance of SBGPs.

Though many theoretical results have been proposed [3, 6, 7, 9,

12, 13, 27], to our best knowledge, none of them are specifically

derived based on the SBGP protocols. This paper addresses the

above need by providing the basis of a theoretical model for SBGP

protocols in low-power networks such as WSNs. We model syn-

chronous communications in SBGP as a series of transformation

of states, based on which, we have derived theoretical result on

the convergence and its latency of SBGP. Several common network

topologies in wireless networks are studied. The derived result for

the convergence latency is exact for complete graphs and approxi-

mation for other types of topologies. We have validated the derived

theoretical bound based on the numerical result, which shows the

approximated result is accurate for various topologies.

With the theoretical result and the experiment results, we can

then claim that, in order to improve the convergence latency and

enable the SBGP to accommodatemore dense and large wireless sen-

sor networks, the key is to increase network connectivity and at the

same time limit the number of concurrent transmitting nodes in the

network. There are a few solutions proposed previously to address

these issues with multiple channel approaches [1, 2, 22]. In this

paper, we take a different angle and investigate a new multi-radio

approach to improve the convergence latency of SBGPs. With ad-

vancement in communication technologies, wireless sensor nodes

that concurrently support multiple radios with different frequencies

and capabilities on a single platform become widely available, e.g.
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Zolertia RE-Mote. More and more systems start to adopt such multi-

radio nodes as a way to improve performance. As for the SBGP,

multiple radios provide a good solution to increase the network

connectivity without increasing the probability of interference to

the capture effect in large and dense networks.

Hence in this paper, we continue to investigate how to adopt

multi-radio in SBGP so that the potential of multiple heterogeneous

radios can be fully exploited to accelerate the dissemination of

information. To this end, we introduce a hierarchy into the net-

work by dividing the network into multiple clusters of two or more

levels. As a proof of concept, we propose four multi-radio-based

SBGP schemes with different inter/intra-cluster protocols and tem-

poral orders. The proposed four multi-radio schemes are evaluated

through simulations in MASON simulation toolkit with different

scenarios. Result showed that the multi-radio approach is able to

reduce the convergence latency up to 42% compared with the single

radio SBGP. Among the four schemes, the many-to-many simulta-

neous scheme performs the best overall while the many-to-many

sequential scheme performs slightly worse but may potentially save

significantly more energy. The many-to-one schemes also show its

performance advantages in case of small cluster size.

To summarize, the contribution of our paper is three-fold:

• We bridged the gap of the modeling and analysis of the con-

vergence and latency of SBGP. Case studies are provided for

common network topologies and result are verified through

numerical calculations and simulations, providing guidance

for SBGP-related performance analysis and improvements;

• Weproposed and studied novelmulti-radio-based approaches

to achieve better all-to-all communication latency perfor-

mance with SBGP;

• We investigated and evaluated various configurations through

simulation and identified the scenarios where each of the

four multi-radio schemes performs well.

The rest of this paper is organized as follows: in Section 2 we

will provide background information for the SBGP for all-to-all

communications and the Chaos system. In Section 3, we provide

performance models and convergence results of the SBGP. In Sec-

tions 4, we introduce the approach to adopt multi-radio into SBGP

for better scalability. We evaluated the proposed four schemes and

compared them with the single radio SBGP in Section 5. We will

conclude this paper in Section 6.

2 BACKGROUND AND RELATEDWORK
For wireless networks, broadcasting gossip protocols are long been

proposed to utilize the broadcasting nature of wireless commu-

nication so that each node can send its information to multiple

neighbors at a time [7]. For many of these protocols, communica-

tions is asynchronous — nodes wake up independently and transmit

the packets in a CSMA fashion. To further improve the efficiency

and latency of the all-to-all communications, Synchronous Broad-
casting Gossip Protocols (SBGP) are proposed, where each node

wakes up synchronously and either transmit packets and receive

packets from others at the same time. When two nodes transmit

at the same time, we usually consider it as a collision and the re-

ceiver will not get anything from either node. In reality, with certain

conditions [18], the receiver can demodulate only one signal and

completely suppress all others, therefore receiving from one of the

senders despite the collision. Such phenomenon is called the Cap-
ture Effect. SBGPs take the advantage of Capture Effect for nodes to
communicate. In case of multiple concurrent transmitters, because

of Capture Effect, a receiver still has the chance to receive from one

of the transmitters. Even though the Packet Reception Ratio (PRR)
per transmission may decrease due to interference comparing to

the asynchronous protocols, the synchronous protocol eliminates

some of the transmission overhead (e.g. preambles and collision

detections) so that during the same time period nodes can perform

many more rounds of synchronous transmissions, reducing the

overall latency and increasing the efficiency, as demonstrated by

many previous works [1, 2, 10, 16, 22].

The Chaos system, introduced by Landsiedel, et al. [16] is one

of the first examples of SBGP for all-to-all communications in the

wireless domain. Chaos is explicitly designed for data aggregation

among all the nodes in WSNs. In Chaos, the packet is designed

to consist two parts: flags and payload. The flags are bit array

indicating which node has participated in generating the payload.

The flag array is used to help accelerate the aggregation process

compared with the conventional mixing. With the flag field, the

user will have the opportunity to define a merge function which

will be used to aggregate the node’s own data with the payload

when receiving a new packet. When all flags are set, the payload

is the final result and will be delivered to the application. Based

on this simple strategy, performance can be poor when too many

nodes are trying to transmit simultaneously. The authors proposed

a propagation policy that the node only transmits when it receives

new information from other nodes so that some transmissions can

be suppressed to avoid too many contentions.

Due to the properties of the capture effect, performance issues

persist in large scale networks for Chaos. Other follow-up works

have been proposed to address some of the scalability issues. In [22],

the Chaos system and its primitives are ported to Bluetooth Low

Energy platforms. Experiments show that the performance is not as

good as is in the original Chaos systems with 802.15.4 radio and the

authors argue that the primary reason is the channel interference.

To improve the performance and mitigate channel interference, a

multi-channel approach is proposed. Extreme Chaos [10], a new

coordinating data structure based on order-statistics theory is pro-

posed to replace the flag field so that the system can estimate the

aggregation result with less accuracy but higher scalability and tol-

erance with network dynamics. Evaluation showed the aggregation

latency of Extreme Chaos was reduced up to 15% with comparable

reliability. In [2], the authors argue that the original Chaos design

is only robust in low and medium level of interference. Once chan-

nels become jammed for a long duration, i.e., more than a couple

of milliseconds, the reliability in Chaos drops and latency and en-

ergy consumption increases. Multiple channel and channel hopping

techniques are used to mitigate the interference. Besides, local and

global channel blacklisting is implemented to avoid channels with

high interference.

Despite the effectiveness demonstrated in SBGPs for all-to-all

communications, the theoretical performance modeling and analy-

sis of the SBGP protocols, which is valuable for designing and ana-

lyzing networks and protocols, is not well-studied. The communica-

tion and information exchange patterns in SBGP differ significantly
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from other previously studied gossip-based protocols. For exam-

ple, in [7], a simple asynchronous model is studied where nodes

wake up independently and choose only one neighbor in random

to exchange information in a symmetric way. In [3], the broadcast

nature of wireless communications is considered and utilized in

the proposed model to exchange information in asymmetric way.

However, at each time step, still only one node can asynchronously

wake up and broadcast its information to its neighbors. In [12], a

synchronous unicast gossip-based protocol is studied. However,

neither the broadcast nature of wireless communication nor half-

duplex radio transmission limitation are properly considered in the

model. Currently to our best knowledge, no performance model

and analysis result has been derived specifically for SBGP.

3 CONVERGENCE AND LATENCY ANALYSIS
In this section, we will first introduce our model of the SBGP pro-

tocol and provide the result on its convergence and the latency. We

will study several common network topologies and provide theoret-

ical bounds on convergence latency. Finally we will briefly validate

the theoretical result through numerical result and simulations.

3.1 Model
3.1.1 Basic Notations. Wemodel the wireless network as a static

undirected graph G where there is an edge in G if the two nodes

are within the communication range of the radio. The total number

of nodes is N and each node is numbered from [1, ...,N ]. The set
of neighbors of node i is represented as Ni . The adjacency matrix

of G is denoted as A, where Ai j = 1 if and only if there is an edge

connecting node i and j . The degree matrix is denoted as D, where

Dii = |Ni |. The Laplacianmatrix of the graph is thereforeL = D−A.
The ith eigenvalue of a square matrix A of dimension N is denoted

as λi (A) and we sort the eigenvalues so that λ1(A) ≥ λ2(A) ≥ ... ≥
λN (A). λN−1(L) is called the algebraic connectivity of the graph [14]
and will be shown later as an important parameter in determining

the convergence of the protocol. I is the identity matrix and J is a

all-one matrix divided by its dimension J = ®1 · ®1T /N . The following

Table 1 summarizes the notations used in the modeling and analysis

of this paper.

3.1.2 Wireless Communication. In the synchronous communi-

cation scenario, the time is divided into slots and at every time slot

t , all the nodes communicate simultaneously. At each time slot, a

node may choose to broadcast its message or choose to listen. If the

node chooses to listen, because of the Capture Effect, it will either
successfully receive the message from one of its neighbors that

are broadcasting, or receive nothing due to interferences (we treat

such case as if the node receives the value from itself). If the node

chooses to broadcast, it will not able to receive anything due to

the half-duplex nature of the radio, and therefore, the broadcasting

node will also be treated as if it receives the value from itself. We

denote all the nodes’ choice at the time slot t as a vector ®j(t) with
its ith component defined as follows,

®ji (t) =


i if node i broadcasts

i if node i receives nothing

k if node i receives from node k ∈ Ni

(1)

Table 1: List of Notations

Symbol Description

G Network graph

A Adjacency matrix of the graph

D Degree matrix of the graph

L Laplacian matrix of the graph

I Identify matrix

J All-one matrix divided by its dimension

λi (A) ith largest eigenvalue of a matrix A
®j(t) Transmission vector defined in Eq. 1

CG Number of all viable ®j for graph G

RG
A matrix where Ri jG represents the number of ®j
where node i receives from node j for graph G

SG
A matrix where Si jG represents the number of ®j
where node i is received by j nodes for graph G

α Mixing parameter

xi (t) The value of node i at time step t
W ®j(t ) State transformation matrix defined in Eq. 3

N Total number of nodes

Ni The set of neighbors of node i
T (N , ϵ) ϵ-converging time

KN Complete graph with N nodes

ON Ring graph with N nodes

RN ,d d-regular graph with N nodes

GN Geometric random graph with N nodes

Hence, every ®j(t) is a combination of those choices with its ith

component chosen from the set {i} ∪ Ni . In other words, ®j depicts
the information exchange between nodes in one time slot. Note

that not all combinations in ®j are viable because a node can only

receive from another node that is broadcasting. Such Half-duplex
constraints are represented as follows,

®j ®ji = ®ji , ∀i ∈ [1, ...,N ]

In other words, if a node i receives from node ®ji , the node ®ji must

be broadcasting and therefore, receive from itself.

The probability that a certain ®j is chosen varies based on the

specific protocol design (e.g., transmission in some time slots may

be suppressed for certain nodes to save energy or reduce collisions)

and the environment conditions, which are difficult to model. Here

for simplicity, in our analysis, we assume the sequence of ®j(t) that is
chosen by the nodes is Independent and Identically Distributed (i.i.d.).
Hence we have the following,

Prob{®j = ®j(t)} = 1

CG
(2)

where CG represents the number of all viable combinations of ®j for
the specific graphG .We also have amatrixRG , whereR

i j
G represents

the number of combinations that a node i receives messages from

its neighbor node j. Clearly, R
i j
G = 0 if Ai j = 0. The rest of the

values in RG , however, depend on the specific graph topology. We

also have another matrix SG , where S
i j
G represents the number of

combinations that a total of j nodes successfully receive themessage

broadcast from node i . Similar to RG , the values in SG depend on

the graph topology. Note that if the graph G is symmetric, RG will
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degenerate into a scalar, represented asRG while SG will degenerate

into a vector, represented as ®SG . We will study the properties of

CG , RG , and SG later in this paper.

3.1.3 Gossip-based Protocol. There aremanyways for the gossip-

based protocols to handle the incoming information from other

nodes in order to achieve various objectives such as data aggrega-

tion or consensus. Here, as an example of our analysis, we choose

a common mixing approach to calculate the network-wide average.

In this data mixing scheme, each node has its initial value and the

goal is to reach a consensus on the average of all nodes’ values

through gossiping. During time slot t where node i receives the
value from node j, node i updates its own value according to the

following mixing process,

xi (t + 1) = (1 − α) · xi (t) + α · x j (t)
where xi (t) represents the value of node i at time t and α is a con-

stant mixing parameter. Based on a similar modeling technique

used in previous works [3, 7, 12], we can then write the state trans-

formation for all the nodes from time t to time t +1 as the following
matrix multiplication,

®x(t + 1) =W ®j(t ) · ®x(t)

where the element ofW ®j(t ) is given by,

W ik
®j(t )
=


1 if k = i and k = ®ji (t)
(1 − α) if k = i and k , ®ji (t)
α if k , i and k = ®ji (t)
0 otherwise

(3)

We can then get the expected state transformation matrixW
based on Eq. 2 as follows,

W =
∑
®j
Prob{®j}W ®j = I − α

CG
diaд{RG · ®1} + α

CG
RG

Clearly, allW ®j(t ) andW are right-stochastic matrices but not left-

stochastic, which indicates that the SBGP is asymmetric and may

result in a network-wide consensus but the consensus value will not

be the average of the initial values [7]. We will study the protocol’s

convergence and its latency in the following subsections.

3.2 Convergence
Here we want to show that the SBGP converges to a network-wide

consensus (not necessarily the average of nodes’ initial values)

almost surely.

Proposition 3.1. The synchronous broadcasting gossip protocol

converges to a consensus value c with probability 1, which is

Prob{ lim
t→∞

®x(t) = c®1} = 1 (4)

where the expectation of c is the average of the nodes’ initial values

E(c) = 1

N
®1T ®x(0).

Proof The information exchange (®j(t)) in a single time slot in the

SBGP studied in this paper can be divided into at most n separate

steps, where in each such sub-time-slot, only one nodewill broadcast
to a subset of its neighbors. Therefore, the convergences of the

synchronous protocol is equivalent to that of the asynchronous

protocol defined in [3]. As shown in the Theorem.1 in [3], the

asynchronous broadcasting gossip protocol has been proven to

converge to a consensus almost surely and hence, the synchronous

protocol converges to a consensus almost surely as well. Given the

fact thatW ®j(t ) is a right-stochastic matrix, the mathematical proof

of the convergence of the synchronous protocol is in fact the same

with the asynchronous protocol and therefore omitted here. □

3.3 Convergence Latency
Next we are interested in the latency or the rate of the convergence

of the SBGP. Here we use the notion of ϵ-converging time defined

in [3, 7] as the metric of the convergence latency.

Definition 3.1. The ϵ-converging time is the earliest time slot k
when the vector ®x(k) is ϵ-close to the normalized initial deviation

with probability greater than 1 − ϵ :

T (N , ϵ) = sup
®x (0)

{
in f

{
k : Prob

{ 

®x(k) − J · ®x(k)



2

®x(0) − J · ®x(0)



2

≥ ϵ
}
≤ ϵ

}}
Based on the result in [7], T (N , ϵ) can be bounded as follows,

0.5 · loдϵ−1

loд(λ∗−1)
≤ T (N , ϵ) ≤ 3 · loдϵ−1

loд(λ∗−1)
(5)

where λ∗ = λ1E{WT · (I − J ) ·W } is the largest eigenvalue of the
expectation ofWT

®j
· (I − J ) ·W ®j over all possible

®js. It is the key to

determine the bound of the convergence latency.

As we will show shortly, the closed-form expression of the above

expectation and λ∗ are too complicated to obtain without any prior

knowledge of the underlying network graph. Hence, for our analysis

in this paper, we first assume a complete network graph and use

the result of the complete graph to obtain approximated result for

other general topologies.

Proposition 3.2. The largest eigenvalue of the expectation of

WT
®j
· (I − J ) ·W ®j can be approximated as follows,

λ∗ ≃ 1 − 2α(1 − α)RG
CG

λN−1(L) − α2
ŜG + RG
NCG

λN−1(L) (6)

where ŜG =
1

|Ni |
∑ |Ni |
i=1 (i2 ®SiG ). The approximation becomes exact

when G is complete graph of size N .

Proof First we denoteW ′
®j
=WT

®j
·W ®j andW

′′
®j
=WT

®j
· J ·W ®j .

Then we have,

E{WT
®j · (I − J ) ·W ®j } = E{W ′

®j } − E{W ′′
®j }

Based on our definition ofW ®j in Eq.3, forW ′
®j
, we have,

W ′i j
®j
=

n∑
k=1

W ki
®j
W k j

®j

=


1 + di (®j)α2 if i = j and j = ®ji
(1 − α)2 if i = j and j , ®ji
(1 − α)α if i , j and (j = ®ji or i = ®jj )
0 otherwise

(7)
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ForW ′′
®j
, we have,

W
′′

®j =
1

N
· (1T ·W ®j )

T · (1T ·W ®j )

=
1

N



(1 + di (®j)α)2 if i = j, j = ®ji
(1 − α)2 if i = j, j , ®ji
(1 + di (®j)α)(1 + di (®j)α) if i , j, i = ®ji , j = ®jj
(1 + di (®j)α)(1 − α) if i , j, i = ®ji , j , ®jj
(1 + d j (®j)α)(1 − α) if i , j, i , ®ji , j = ®jj
(1 − α)2 if i , j, i , ®ji , j , ®jj

(8)

The di (®j) in Eq. 7 and 8 represents the number of destinations

that node i sends its packet to based on that specific ®j and it satisfies
0 ≤ di (®j) ≤ |Ni |,∀®j.

Without any prior knowledge of the graph, the closed-form

expression of E{W ′ −W ′′} is non-trivial to obtain because it is

hard to find the number of cases that two nodes are received by some

other nodes simultaneously (Case 3 through 6 in Eq. 8). Fortunately,

if we assume the underlying graph is a complete graph, we can

easily obtain the expression for both E{W ′} and E{W ′′} as follows,

E{W ′} = I − 2α(1 − α)RG
CG

L , E{W ′′} = J + α2
ŜG + RG
N ·CG

L

With a similar argument as Appendix G in [3], the λ∗ can then

be obtained as follows,

λ∗ = λ1(E{W ′ −W ′′})

= 1 − 2α(1 − α)RG
CG

λN−1(L) − α2
ŜG + RG
NCG

λN−1(L)
(9)

The above result holds for complete graph and can be used to

approximate the result of other graphs. □

Corollary 3.1. The ϵ-Converging Time of the synchronous broad-

casting gossip protocol in a complete graph of size N is asymptoti-

cally bounded as follows,

T (N , ϵ) = Θ
( loдϵ−1

α(1 − α)N RG
CG + α

2 ŜG+RG
CG

)
(10)

Proof The second largest eigenvalue of the graph Laplacian L
for the complete graph is always N . Using Eq.4 and taking the

approximation of loд(x−1) ≃ 1 − x , the above equation can be

immediately obtained. □

3.4 Case Analysis
In this subsection, based on Proposition 3.2, we will study the value

of CG , RG , and ®SG in different types of graphs. As aforementioned,

the result shown in the Proposition 3.2 applies only to complete

graphs. However, with different topology-specific CG , RG and ŜG ,
we may be able to approximate the latency result for other graph

topologies based on Proposition 3.2. For the rest of this subsection,

we will count the CG , RG and ŜG of the complete topology, ring

topology and other d-regular topologies and compare the approx-

imated result against the numerically generated result. In all the

numerical result, we fix the mixing parameter α = 0.5.
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ŜKN

CKN

Figure 1: CKN , RKN , and their ratios with N ∈ [2, 21]

3.4.1 Complete Graph. Nowwe study the values ofCG , RG , and
®SG when G a complete graph of size N , denoted G = KN . To this

end, we first need to count the number of all viable combinations

of ®j . Such counting problem for a complete graph KN is equivalent

to the following problem [23]: “Count the number of idempotent
self-mappings in a N -element set.” The result can be derived as the

following summations:

CKN =

N∑
k=0

(
N

k

)
· (N − k)k , RKN =

N−1∑
k=1

(
N − 2

k − 1

)
· k(N−1−k)

For ®SKN , the counting problem for the ith component in ®SKN is

equivalent to the following problem [17, 24]: “Count the number of
partial idempotent mappings with breadth exactly N − i .” The result
is given by the following summation:

®SiKN
=

(
N

i

) N−i∑
k=0

(
N − i

k

)
· kN−i−k

Hence,

ŜKN =

∑N−1
i=1

(
i2
(N
i
) ∑N−i

k=0
(N−i
k

)
· kN−i−k

)
N − 1

=

N−1∑
k=0

(
N − 1

k

)
· (N − k − 1)k = CKN−1

Figure 1 shows the result for CKN , RKN ,
ŜKn
CKN

and

RKN
CKN

, with

N ∈ [2, 21]. Clearly, the ratio of both RKN and ŜKN over CKN de-

creases with the increase of the number of nodes. Specifically, from

the graph we can see both ratios can be asymptotically bounded by

Ω(N−1). Hence, we can immediately obtain the following corollary:

Corollary 3.2. If we let ϵ = N−α
, the ϵ-convergence latency for

the complete graph KN is,

T (N ,N−α ) = O(loдN ) (11)

Since up to N transmissions could happen at each time step, the

communication complexity is therefore O(N · loдN ). Since every
node is able to communicate with any other node in the network in

a complete topology, the above result matches the bound derived

for conventional push-based gossip protocol in wired networks.
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Figure 2: Counting Result for CG , RG , and ŜG (left y-axis) and actual and estimated λ∗ (right y-axis) for various topologies

3.4.2 Ring Graph. Similar to the case of complete graph, the

counting problem forCG , RG and ŜG for the ring topology (denoted

as ON ) can be reduced to the following problem [25]: “Count the
number of independent vertex sets in d-antiprism graph.” The result
is given by the following linear recurrence relation Xn (a,b, c) and
(a,b, c) is the set of the initial three values.

Xn = Xn−1 + 2Xn−2 + Xn−3,∀n ≥ 3

CON , RON and ŜON are determined by the same recurrence but

with different sets of initial values. Specifically,

CON = Xn (3, 1, 5), RON = Xn (1, 0, 1), ŜON = Xn (2, 0, 1) (12)

The second smallest eigenvalue of the Laplaician matrix of the

ON graph is known to be the following,

λN−1(LON
) = 2(1 − cos(2π

N
)) ≃ 4π 2

N 2
(13)

where the last approximation holds when N is significantly greater

than 2π . With Eq. 12 and Eq. 13, we can now calculate the ap-

proximated λ∗ for ON graph. For the actual λ∗, we obtain it by

enumerating all possible ®j in the ON graph and its corresponding

W ®j and numerically calculating of the largest eigenvalue of the

expected matrix. Here we choose α = 0.5. Figure 2a shows the

counting result and the actual and approximated value for λ∗ for
ON with N ∈ [2, 21]. First we can observe from the counting result

that all three values increases exponentially however the ratios be-

tween them, specifically, RON /CON and ŜON /CON , converge to an

constant (≃ 0.1943 and 0.2559, respectively) as the size of the ring

graph increases. In other words, RON /CON = ŜON /CON = Θ(1).
Next, we compare the two λ∗. From the figure, we can clearly see

that the approximated value is very close to the actual value, which

indicates a good approximation of λ∗ and subsequently a good es-

timate of T (N , ϵ), which then can be immediately derived as the

following corollary,

Corollary 3.3. If we let ϵ = N−α
, the ϵ-convergence latency for

the ring graph ON is,

T (N ,N−α ) = O(N 2 · loдN ) (14)

3.4.3 Regular Graph. To study impact of the density of a graph

to the convergence latency of the synchronous communication.,

we consider a more general d-regular topology, denoted as RN ,d .

With solely the knowledge of a d-regular topology, it is not possible
to derive the exact expression forCRN ,d , RRN ,d and ŜRN ,d , as well

as its algebraic connectivity (λN−1(LRN ,d
)). Therefore, to examine

the accuracy of the approximation in Eq. 9, we numerically calculate

the value ofCRN ,d , RRN ,d and ŜRN ,d . Also, we use the actual value

of λN−1(LRN ,d ) of the randomly generated regular graph, along

with asymptotic bounds. The result of a 8-node d-regular graph
with d ∈ [2, 7] is shown in Figure 2b.

As we can see from the figure, the counting result of all three

values increases exponentially and the ratios RRN ,d /CRN ,d and

ŜRN ,d /CRN ,d decreases as the degree increases. Specifically, we

may obtain from the figure that,

RRN ,d

CRN ,d

=
ŜRN ,d

CRN ,d

= Θ( 1
d
)

Meanwhile, the approximation of λ1 remains very close to the

actual value with relatively more variation when the network is

sparse and converges to the actual value when the network becomes

increasingly denser, indicating our approximation of λ∗ remains rea-

sonably accurate for regular graphs with different degrees. Hence,

approximation in Eq. 9 is accurate and with proper result on the

algebraic connectivity of the regular graphs, one can easily obtain

the performance bounds of the SBGP under various topologies.

Since the study of the algebraic connectivity is out of the scope, we

do not pursue such bounds in this paper.

3.5 Validation
With all the theoretical result derived, we now validate the result

through simulation. We implemented the SBGP in MASON multi-

agent simulator [19] (more details regarding the implementation

will be provided later in Section 5). Since the capture effect is not

considered in our model (which affects the reception rate based

on the number of concurrent transmitters), we will generate the

simulation result with and without capture effect implemented in

the simulation and compare them against the theoretical result (we
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Figure 3: Simulated Convergence Latency for Various Topologies (∗ means capture effect is modeled in the simulation)

use capture effect measurements from [16]). Figure 3a and 3b show

the simulation result for complete graph KN and geometric ran-

dom graph GN which can seen in expectation as a Θ(loдN )-regular
graph, and the ring graph ON . The

∗
in the figures indicates the

result is obtained with capture effect considered. First, from the

simulation result without the effect from the concurrent transmit-

ters considered, we can see from the figures that the KN and ON
result match the theoretical result. Also the GN result is above the

lower bound (complete graph). Hence, with the case studies and the

numerical result, we are confident that our result in Proposition 3.2,

though derived with the assumption of a complete graph, can be

used to actually approximate the result of other type of graphs.

With the result on the the complete graph and the ring graph, we

have essentially provided a lower and upper bound for graphs with

degrees within [2,N − 1].
When taking the effect from the concurrent transmitters into the

consideration, O∗
N remains unaffected because any node can only

experience two concurrent transmitters due to the degree where

the reception rate under two transmitters is still above 60%. ForK ∗
N

and G ∗
N , individually both of them match the asymptotic bounds

derived for their corresponding topology, indicating a good asymp-

totic tightness. However, if we compare the result of K ∗
N and G ∗

N ,

we find that the SBGP in the complete graph performs much worse

compared with the geometric random graph, deviating from the

theoretical result. Such simulation result matches the experience

in real world — with the same network and higher transmission

range, the convergence latency of SBGP usually does not monoton-

ically decrease. This is because the success rate of receiving packet

through capture effect decreases dramatically with increasing prob-

abilities of high concurrent transmitters, as observed in various

experimental results [16, 18]. Our proposed performance analysis

does not model the success rate of capture effect with regard to

the number of concurrent transmissions. Therefore, even though a

high connectivity enables the message to be sent to far away node

which accelerates the convergence, the lower successful reception

rate due to high interference counteracts the such advantage and

may eventually lead to worse performance. In the next section, we

will discuss new approaches to utilize both seemingly contradicting

theoretical and experimental result for better performance of SBGP.

4 MULTI-RADIO APPROACH
As shown in previous section, on the one hand, the performance

model tells us that in order to obtain better convergence latency,

one needs to increase the network connectivity as much as possible

while on the other hand, the experimental measurements indicate

that we need to limit the number of concurrent transmitters for

better reception ratio of the capture effect. Combining those two

results, we can see the key for a faster convergence of SBGP is

therefore to increase the network connectivity while concurrently

keeping a low probability of interference. Simply increasing the

transmission range of the node to reach far away node will also

increase the expected number of concurrent transmissions and

hence interference at the receiver. Previously mentioned multi-

channel approaches may decrease the probability of collisions but

is helpless in increasing the network connectivity.

We take a different approach to solve the aforementioned is-

sues, which is to utilize the emerging multi-radio sensor nodes.

Unlike the aforementioned multi-channel approaches with a single

radio which has homogeneous characteristics for each channel, the

multiple heterogeneous radios can provide various transmission

range, frequency, data rate and power efficiency, which are capa-

ble of increasing the network connectivity without increasing the

probability of interference to the capture effect in large and dense

networks. The resulting system, according to our performance anal-

ysis result, should provide significant performance improvements

in large scale networks. Hence, in this paper, we will investigate the

ways to adopt the multi-radio approach into SBGP and fully utilize

its potential to reduce the interference and accelerate information

disseminations in SBGP.

4.1 Clustering
Intuitively, to fully utilize the capability of multiple radio with

different transmission range capabilities, the network can be divided

into clusters based on the location of the nodes. Depending on the

number of radios equipped in the sensor nodes, the entire sensor

network can be organized into a hierarchical structure of multiple

levels of clusters, or cluster trees as shown in 4. For each level, a

single radio handles communications within that level, i.e., low-

power radio for short range communications and high-power radio
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for long range communications, minimizing the interference within

and between clusters and therefore improving the scalability of the

all-to-all communications.

There are many existing work on clustering algorithms in wire-

less sensor networks [4, 5, 8, 11, 15] and the studies of clustering

algorithms are out of the scope of this paper. Here we assume that

a distributed clustering algorithm has been implemented in the

target wireless sensor networks. We also assume that after being

clustered, each node will have its unique ID within the cluster and

will be made aware of the node ID of its cluster head and the size

of the cluster. Additionally, each cluster head will also be assigned

with a cluster ID and be aware of the total number of clusters.

Currently, two heterogeneous radios are equipped in commonly

available sensor nodes - one in 2.4GHz for short range commu-

nication and the other in sub-GHz (868/915MHz) for mid to long

range communication. Taking the advantages of both radios, the

network can therefore be divided into two levels. By running the

clustering algorithm during the initialization, the network will be

divided geographically into several clusters of similar sizes and one

node inside each cluster will be chosen to become the cluster head.

4.2 Communication Protocols
After clustering, the network communications are now comprised

of intra-cluster communications with short-range radio and inter-

cluster communications through the cluster heads with long range

radio. Similar to the Chaos system [16], our approach will use a

bitmap flags field to help aggregating data instead of simply mixing

of data. We will discuss the communication protocols used at each

level and temporal ordering between them in the following.

4.2.1 Inter-cluster Communication. Cluster heads exchange in-
formation with each other through inter-cluster communication,

which will be done using the long-range radio since the network is

geographically clustered and the distance between cluster heads is

presumably greater. Each cluster head will run the SBGP to com-

municate with each other, with the assumption that the long-range

radio is powerful enough to make the sub-network between the

cluster heads fully-connected.

4.2.2 Intra-cluster Communication. Nodes inside a cluster ex-
change information with other cluster members and the cluster

head through intra-cluster communication. Since the nodes are geo-

graphically clustered together, low-power short-range radio will be

used in intra-cluster communication to reduce energy consumption

and interference with nodes in other clusters.

With the short-range radio, it is still possible that nodes in one

cluster are interfered or overheard by nodes from adjacent clusters.

Such overhearing certainly helps the dissemination of information

and reduces latency. However, to support overhearing from nodes

in nearby clusters, a flags field of a significantly larger size would

be required in the packet to record every node in the entire net-

work, easily exceeding the frame size of 802.15.4 and hurting the

scalability of the system. Hence in our multi-radio approach, we

choose to ignore such overhearing and nodes will use a flag field

that is specific to its cluster, which can have a much smaller size.

Depending on the size of the clusters established by different

clustering algorithms and the transmission range of the short-range

radio, two schemes may be used for intra-cluster communication:

Many-to-one scheme using unicast and TDMA-based protocols, and

Many-to-many scheme using SBGP, as shown below:

• Many-to-one protocol.When all the cluster members are with

in the communication range of the cluster head, a TDMA

scheduling-based transmission can be maintained by the

cluster head so that each of its cluster members is able to

send its packets directly to the cluster head one by one. Con-

sidering the short range of the radio, the size of such cluster

will also be low, which means less overhead in TDMA coor-

dination and potentially good performance.

• Many-to-many protocol. When the cluster size increases

and a node requires multi-hop communication through the

short-range radio to reach the cluster head, the TDMA-based

many-to-one communication becomes less efficient and less

reliable. In such case, we will use the SBGP protocols which

have been proven to be reliable in dynamic environment and

does not require coordination between nodes. This approach

will have a significant advantage on the latency however the

nodes are required to stay awake during the entire process.

4.2.3 Temporal Ordering. Based on the sensor nodes’ capabil-

ity of operating multiple radios at the same time, the intra-cluster

and inter-cluster communication can be done either a) simultane-

ously until the entire network converges, or b) sequentially in the

following three phases,

(a) Each cluster will first do intra-cluster communications to let

the cluster head collect all the information within its cluster

using either many-to-one scheme or many-to-many scheme.

(b) Only after the cluster head completes the collection, the

inter-cluster communication will start, where cluster heads

exchange their aggregated information of their own clusters

using the many-to-many Chaos scheme.

(c) Once the cluster head has collected all the information from

other clusters, it will initiate a flooding-based (e.g. [21]) intra-

cluster communication or simply broadcasting to its one-

hop cluster members in order to disseminate the aggregated

information to all its cluster members and the entire network

will then reach convergence.

Both schemes have their advantages and disadvantages in terms

of latency and energy consumption. For simultaneous intra and
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inter-cluster communications, the latency of both phase can be over-

lapped, leading to a lower overall convergence latency. However,

the number of transmissions will increase, especially for long-range

radio, resulting in a higher energy consumption. The sequential

communication scheme, on the other hand, saves energy since

the cluster head uses long-range radio only after it collects all

the information from its cluster and each transmission through

long-range radio contains more information compared with simul-

taneous scheme. Therefore, cluster heads will quickly converge

using less expensive long-range radio transmissions. The sequen-

tial scheme however, will result in higher latency, especially when

the cluster size is comparable to the number of clusters.

In summary, the four scheme utilizing multi-radio are shown in

Table 2 below. In Section 5, all these scheme will be evaluated and

compared in various experimental configurations.

Table 2: Communication schemes with Multiple Radios

Many-to-many Many-to-one

Sequential Scheme 1 Scheme 2

Simultaneous Scheme 3 Scheme 4

5 EVALUATION
In this section, we will evaluate the proposed the system. The

performance of the aforementioned four schemes of multi-radio

hierarchical system and the original SBGP system will be evaluated

and compared under various experiment settings including network

size and network density.

5.1 Setup
To evaluate the proposed approach, we have implemented all four

multi-radio schemes and the single radio SBGP protocol (which is

also used in the previous validation in Section 3) in MASON simula-

tor toolkit [19]. The MASON toolkit is an open source multi-agent

simulation system written in Java. Though MASON is commonly

used in swarm robotics and computational social science studies,

it is also suitable to model the wireless sensor networks as each

sensor node can be easily modeled as an individual agent and the

communications are done through the interactions between agents.

In the simulation, we assume the sensors are all perfectly syn-

chronized. In each round, all the nodewill randomly choosewhether

to broadcast or receive. For simplicity, the radio propagation mod-

els are not considered in the simulation. Instead, two node will

be able to communicate if the distance between them is less than

the radio communication range. Subsequently, the capture effect

is empirically modeled based on the experimental result in [16].

Specifically, when there are multiple concurrent transmitters within

the neighborhood of a node, the probability of that node receiving

from any one of the transmitters is equal.

The network topology in the simulation is based the Geometric
Random Graph where the nodes are randomly placed in a squared

2-D space. The range of the short-range radio is set in a way that the

network is connected and the average number of neighbors satisfies

the given value. The range of the long-range radio is set so that all

the cluster heads forms a fully connected network. The clustering

of the network is done statically and manually in a grid-like fashion

in order to precisely control the cluster size and number of clusters.

The initial cluster head will be randomly selected in each cluster.

5.2 Result
Wehave simulated the fourmulti-radio schemes and the single radio

SBGP system with 100 to 100000 nodes and average degrees of the

nodes in the network: 5, 25, and 50. Also, to enable the many-to-one

schemes, we set the cluster size to be the same with the degree. For

each setting, 10 independent runs with different random number

generator seeds are conducted. We focus our performance metrics

on the convergence latency.

Figure 5 show the convergence latency of the four multi-radio

schemes (namely MR-Scheme 1, 2, 3, and 4) and the original single

radio SBGP protocol (SR) under different network size and density.

The x-axis represents the size of the network (number of the nodes)

in logarithmic scale. The y-axis represents the convergence latency

in time slots. As we can see from the figure, first all four multi-radio

schemes outperform the single radio protocol at all three density

levels and all four node sizes as expected, indicating that multi-radio

approach is able to increase the network connectivity and at the

same time maintaining a low chance of interference. The highest

improvement — 42% reduction in convergence latency, is achieved

by MR-Scheme 3 when N = 10
5
and d = 50. Also as we can see

in Figure 5(b), the latency of the single radio SBGP protocol is the

lowest, indicating a better-balanced case between the interference

from concurrent transmissions and the network connectivities.

Among the four schemes, we can see that at lower density level

which also means small cluster size, the MR-Scheme 2 and MR-

Scheme 4 which uses many-to-one protocols for intra-cluster com-

munications outperforms the the other two scheme, indicating an

good performance of the TDMA-based many-to-one protocol in

small size clusters compared with the SBGP. When the number of

nodes increases, since the cluster size is constant, the number of

clusters keeps increasing. This means the number of cluster heads

that are concurrent transmitting also increases, reducing the ef-

ficiency of the inter-cluster communication and causing the all

four schemes to lose much of its performance advantage over the

single-radio protocol. When it comes to higher network density

and larger cluster size, TDMA-based protocol starts to become less

efficient compared with the SBGP protocols for the intra-cluster

communications. As a result, we can learn from Figure 5(c) that

MR-Scheme 2 and 4 performs significantly worse than MR-Scheme

1 and 3 when the network size is relatively small. Also with a larger

cluster size, the performance of the MR schemes in Figure 5(c) at

larger network size gained significant improvements compared

with that in Figure 5(a) due to a decreased number of concurrent

cluster heads participating in the inter-cluster communication and

therefore improved capture effect reception ratio. In contrast, with

higher density, the single radio SBGP suffers more from interference

and the performance is the worst among all three densities.

Between the sequential and simultaneous schemes, as we can

see from the result, the latency difference is not very significant.

Since the simultaneous schemes frequently activates its long-range

radio, such result indicates a trade-off that the sequential schemes

is more suitable without slowing down too much in cases where

the energy consumption is a major concern for network operation.
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Figure 5: Convergence latency vs. Network size in various node degree (a) d = 5, (b) d = 25, (c) d = 50

6 CONCLUSION
In this paper, we studied the performance of the synchronous broad-

casting gossip-based protocols. We first investigated the perfor-

mance of SBGP through theoretical modeling and mean analysis.

We have derived exact bound of the convergence latency for com-

plete graphs and approximations for other types of topologies. We

have validated the theoretical result based on the numerical result

and simulations. Based on the theoretical result from the perfor-

mance model, we proposed a multi-radio approach to improve the

performance of the SBGP protocols in large and dense networks.

We have investigated the performance of four multi-radio schemes

through simulations. Result has shown that the multi-radio ap-

proach can reduce the convergence latency up to 42%.
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